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: . . . Key features
Goal: To design an automated intrusion Adaptation in response decision algorithm

response  system that increases the » Attack pattern matching for known attacks
survivability of distributed systems » Ability to handle unanticipated attacks
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