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RQ: How can designers execute their computations securely and efficiently in a co-design setting?
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Computational overhead imposed by existing 
cryptographic approaches make them unsuitable for 

intensive and iterative engineering computations
Information shared is prone to leakage and misuse 

through collaborators

2. Privacy Preserving Elicitation of Customer Needs
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Note: Enterprises mentioned in this slide  are purely for illustrative purposes

Source: Boeing Images: Image taken from http://wildabouttravel.boardingarea.com/2017/02/the-787-10/

Engineering collaborations involve sensitive 
information flow among designers from 

different enterprises from multiple countries
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Fast Lightweight And Secure
Computations (FLASC)

• Adding/multiplying a parameter with a large
random number hides the parameter

• Adding or multiplying a large number is orders of
magnitude faster than existing cryptographic
primitives that rely on modular exponentiation
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