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Motivation Research Questions

Traditionally, where and how has deception been used
to improve computer systems?

What are some ineffective uses of deception and how
can they be improved?

° Survey how deception is used in computing °
. Learn how to efficiently use deception in different
areas of computing, including computer defense .
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 Consistency is difficult to attain
 Accepted measure of deceptive impact
on security is lacking
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