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Conducted at Purdue in conjunction with MITRE, Swan B [ 5
human subjects used phones normally to create a phones
corpus of forensic images. Events are being Swa
extracted from the forensic images and statistical phones o [
comparisons are being used to determine which wan .
detection algorithms and events best identify a phones

masquerader on the phone.
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