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SUBJECT:V Critical Infrastructurﬁﬂﬁ*ﬁ“uﬂﬂmﬁlla Edu

I. A Growing Potential Vulnerability

#he world’'s strongest military
Those two aspects of our
dependent. They are also
ritical infrastructures and
S.

The United States possesses both
and its largest national economy
power are mutually reinforcing§
increasingly reliant upon cgftai

Critical infrastructurgdy physical and cyber-based
erations of the economy and

et limited toy
$1d finance, transportation,

telecommunications,
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wele: systens enc¢ emercency sepfices, beth governmental and
privete. MNMeny ci the nation"wcrljlcai infrastructures have

Li Lcricallv beern rhysical

vulnerabilities to eJ#;pment failures; human error, weather and
other natural causes, GHGSpPAYSL "8nd cyber attacks.
Addressing these vulnerabilitie {11 necessarily require
flexible, evolutionary approaén hat span both the public and
private sectors, and protect both domestic and international
security.

Because of our military strength, future enemies, 11
nations, groups or individuals, may seek to harm u y ﬁﬂi n-
traditional ways including attacks within the UnLEES
Because our economy is increasingly reliant upg
and cyber-supported infrastructu ~§, non-tradit e _é& Jidiﬂi on
our infrastructure and informa : %systens Jtif{i h41ﬁ1-
significantly harming both o 3 7 gr.d PULT .8l G11G18

iiii'l.

II. President’s Intent

It has long been the
continuity and viabig
that the United Stat®
swiftly eliminate any'g

and cyber attacks on our critXi
especially our cyber systems.

III. A National Goal ﬂuﬂialuﬂﬂmallﬂ.Edu

No later than the year 2000, the United States shall have
achieved an initial operating capability and no later than five
years from today the United States shall have achieved and shall
maintain the ability to protect our nation’s critical
infrastructures from intentional 4€ts that would significantly

diminish the abilities of:

essential national security
b1 public health and safety;

e the Federal Government
missions and to ensure

e state and local goif#] iptain order and to deliver

minimum essential\gL
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Any interruptions or npé
must be brief, infredue
and minimally detri
IV,

since the targets of attacks
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the privete sector tc ensu g{iﬁ; crderly functicning cI the
economy &nd the delivery df essential telecommunicaticns,
energy, finencial and atsporttietion services.

t of these critical functions
_ geographically isolated
ore of the United States.

A Public-Private™ Reduce Vulnerability

critical infrastructure

would likely include both facilities in the economy ang those in
the government, the elimination of our potential vulngmability

requires a closely coordinated effort of both the go
the private sector. To succeed, this partnership mUSGE
genuine, mutual and cooperative. In seeking to mesg -531.

national goal to eliminate the vulnerabilities g SpETerTEd -
infrastructure, therefore, we sho
seek to avoid outcomes that inc
expand unfunded government ma

§ 11 ent and

| 1

o v e 161 _;;.1-31
jise gove 1eg =11 I 3
to the :.11!:! '€ﬂ11-=1

For each of the major sectg g 1 a r=.|iinli
- i o & irL r L‘ﬂ11

to infrastructure attac
from a designated LeaddAc
the Sector Liaison O
Sector Liaison-Offi
with private sector
will identify a priva :
to represent their sector.

Together these two individuals and

the departments and

corporations they represent shall Cgﬂ%?iﬂ%ﬁﬂﬁﬂfﬁllﬂ-&du

National Infrastructure Assurance Flal

~attack in progreSg a SR Bbrdination with FEMA as

assessing the vulnerabilities oi the sector to cyber or
physical attacks;

recommending a plan to elimigh significant vulnerabilities;

proposing a system for sntif@ng and preventing attempted

major attacks;

developing a plan aining and rebuffing an

minimum essential
attack.

appropriate, rapidg
capabilities in théd
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[uring the preperaticn cf “ crel plans, the Naticnal

Cccrdinztcy (see secticn vid i icrjunction with the Leed

hoency Sector Liaison Offfciale afe & representative from the
X, 11 dnsure their overall

4 : ¥ t+he various sectoral plans,

with a particular fdcus gniinterddpendencies.

V. Guidelines

In addressing this potential ¥ercbility and the means of
eliminating it, I want those involved to be mindful of the
following general principles and concerns.

e We shall consult with, and seek input from, the Callfless on
approaches and programs to meet the objectives sE&EEREEEL in
this directive. . “'ﬂ11-_

1018
: R \

e The protection of our critic frastructune ﬂll[ }#1;11
a shared responsibility and nership bgll ;_f13$-na&;ﬁa1;
operators and the governmefit. %ﬁrthermor 3 < FedED ﬂtiﬂ1;’

Government shall encoura§€ intefnztiona t

infrastructures’
threat environment —"
the threats to our critica

change rapidly, so must ouq
be robustly adaptive.

+ rhe incentives that the market dldEi@AdRIOMaNEA.edu

for addressing the problem of critical infrastructure
protection; regulation will be used only in the face of a
material failure of the market to protect the health, safety
or well-being of the American pgople.. In such cases, agencies
shall identify and assess avaj ible alternatives to direct
regulation, including provig eeconomic incentives to
encourage the desired behz¥ pbr providing information upon
E B private sector. These
% ons, shall be designed to
ies, bring about global
kms, and enable private sector
pe® nointain the maximum

incentives, along wit
help harness the latg®

_owners and operatg
feasible security.
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&
¢ The full suvthoritles; cepebd2ithes &nc YescuICes ¢f the
government, including leydeniorpement, regulaticrL, foreign

intelligence end defensé prepargdness shall be zvaileble, &c
fcritical infrastructure protection

cy rights. Consumers and
- information will be

e The Federal Government shall, through its research,
development and procurement, encourage the introducgi
increasingly capable methods of infrastructure pros

e The Federal Government shall serve as a model to te
sector on how infrastructure assurance is bestiE vec d
istribute thes DT s

shall, to the extent feasible,
endeavors. :

e We must focus on prevent
crisis management. To
operators should be ¢
security for the i
the government ne
task. In order
preferred that pa
national infrastru

e Close cooperation and coordinati®f wi S Tispat® ) (| -
governments and first responders ] essential for a robugt and
flexible infrastructure protectiﬂ " a.l}ﬂ@ﬂl ﬂ Edu
infrastructure protection plans and action shall take into :
consideration the needs, activities and responsibilities of

state and local governments and first responders.

VI. Structure and Organization

fanized for the purposes of
% s (elaborated in Annex A).

The Federal Government will
this endeavor around four @G

ifon: For each infrastructure

& or significant cyber or

. single U.S. Government

e lead agency for liaison.
Bne individual of Assistant

1. Lead Agencies for Sé&
sector that coulo_f

department which
Each Lead Agency¥§
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cecretery renk ¢r hicher tofibe tihe fector Lizison Officiel
fcr thet eree &nc tc ccojf1éte%«i1h the privete sectcr
representetives (SectopfCoordipetcrs) in zddressing problems
related to critical }g”?awﬁru-{ure protection and, in
particular, in menddng components of the National

' I Together, the Lead Agency
fts will develop and

ss and Education Program

and the private ¥
implement & Vulneg
for their sector.

Lead Agencies for Special & ions: There are, in

 Council and the ¢8F

addition, certain functions related to critical
infrastructure protection that must be chiefly pexnformed by
the Federal Government (national defense, foreig fairs,
intelligence, law enforcement). For each of thodll'#vecial
functions, there shall be a Lead Agency which wi ¥ e
responsible for coordinating all of the activ?~] ’ﬂiql_he
United States Government in thgt area. Eacg di sgency
will appoint a senior office 5f Assistant., fg¥hjiﬁ+1@1 or
higher to serve as the Fun al CoordingSRNees: JE'EHH —‘
function for the Federal ent . —h 10401 11010
' ER T} -]

b i G AL

nt depsr tments fa &,;" g14010 .
. .‘ ‘ Ji l i. |r':11'!_.
PR N

4 = ]
w1 :!-'"Eh Y &

Interagency Coordina
Functional Coordinaj
representatives fpb
agencies, includi
to coordinate th&
auspices of a Cribg :

(CICG), chaired by the Nat@ i Boorcdinafior

v a

Infrastructure Protection§& Talror 18 gl The ‘ A
National Coordinator will be o, | ) e N, Fnd™=

me through the Assistant to the President for National
Security Affairs, who shall asﬂm;utﬂﬁm Edu
with the Assistant to the President for Economic Affairs.
Agency representatives to the CICG should be at a senior
policy level (Assistant Secretary or higher). Where
appropriate, the CICG will be assisted by extant policy
structures, such as the Secupfty Policy Board, Security
"B ecurity and

Telecommunications and I £ornd ion System Security
Committee. ;
National Infrastrucis pE #Mce Council: On the
recommendation of 4h =X fticies, the National Economic

#or, I will appoint a panel

FOR

'and state and local

of major infrast@ucture providery
py National Infrastructure

government of ficiQiemtauaes Ve
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Essurence Ccuncil. rpeint the Chezirmern. The
Neticnel Cocrdinator willeerde zs the Council’s Executive
Directc The Na tlonaggénira-;ructure Lesurance Council
will mpet perlodlcay,lﬁ tnhgnce the partnershlp of the

VII. Protecting Federal GoveFr Critical Infrastructures

Every department and agency of the Federal Government jghall be

responsible for protecting its own critical 1nfrastru
especially its cyber-based systems. Every departme
Chief Information Officer (CIO) shall be respon51bl
information assurance.

i agency

...;'# . ‘

may be double-hatted as the
individual department. The
procedures for obtaining
allow vulnerability ass

establish legal gui

No later than 180 dayy
department and agency shal
own critical infrastructure, § :
cyber-based systems. The Natlonal
responsible for coordinating analys

departments and agencies ofginterzgmﬁiﬁﬁﬁﬁﬁlaﬂa.Edu
the mitigation of those dependencies. The Critical

Infrastructure Coordination Group (CICG) shall sponsor an expert

review process for those plans. No later than two years from

today, those plans shall have bee implemented and shall be

updated every two years. In meejfng this schedule, the Federal
Government shall present a modgf”§ the private sector on how

best to protect critical inf cture.
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ViIl. Tegks

Within 180 days, tle Princgggis Comnittee should submit to me

might be a target of
infrastructure attack inte to significantly damage the
United States, there shal initial vulnerability
assessment, followed by periodic updates. As appropriate,
these assessments shall also include the determinagion of the
minimum essential infrastructure in each sector. 10

IF
Jj‘f'"'

R RE. o1
SRERLEE,

each sector of the%

2. Remedial Plan: Based upon the vulnerability asSes
there shall be a recommended remedizl plan.  THE
identify timelines for implementation, respol lities
funding. &Y -|.ﬂl!i'lu'illl'|ul|

61100 1g14013

3. Warning: A national centg glil, TR
infrastructure attacks establi “.u‘ifu'u1 o e blo |
Annex A). As soon thefe 3 ‘ ! ;'-ujfﬁﬁﬂigmﬂ11,
place an enhanced s ' 3 i o [ ‘suc ‘;'_
attacks, with maxj ' o bl B

sector.

‘S | LRRCLE

1S O e W
- . A

5. Reconstitution: For varying levels ofs successful
infrastructure attacks, we shalmmay&ﬂ@mﬁllﬂIEdu

reconstitute minimum required capabilities rapidly.

4. Response: We sha

significant infrastructur
the goal of isolating and

6. FEducation and Awareness: There shall be Vulnerabilily
Awareness and Education Prograpgs within both the government
and the private sector to sejp ize people regarding the
importance of security and ‘rain them in security
standards, particularly rgég ing cyber systems.

rally-sponsored research and
§structure protection shall be
-year planning, take into
=#ind be adequately funded to

7. Research and Developmg
development in suppgls
coordinated, be sy8
account private @£

minimize our VulRe | ®rapid but achievable

timetable.
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€. Intellicence: The Inte%éanen e Community shall develop and
implement & plan for eplencin i collection and analysis of the
foreign threat to ou 'atigna;alnfrattructure, to include but
not be limited to tH 6ign fcyber/information warfare

threat.

.shall be a plan to expand
sicture protection with like-
ternational organizations and

9. International Co
cooperation on cr
minded and friendly natlo
multinational corporation

10. Legislative and Budgetary Requirements: There shakl be an
evaluation of the executive branch’s legislative ajhorities
and budgetary priorities regarding critical infrakERA-ture,
and ameliorative recommendations shall be made t@% 71i{
necessary. The evaluations and recommendationsy iy

-
'

shall be coordinated with the Director of OMBE ﬂ'llét ﬁi'l-él'l
ule the t i sted  ir
k¥ W0V g1
; 3101 g11gne

The CICG shall also review and &
Annex B. 4

IX. Implementation

In addition to the 18§
working with the Na
annual report on th
the heads of departm
the President for Natio
include an updated threat assg )
achieving the milestones identified ®™or al’

additional policy, legislative and hudgetamy recommendatlon
The evaluations and recomendatlonsﬂﬂmanrﬂmﬂla Edu _
coordinated with the Director of OME. In addition, following

the establishment of an initial operating capability in the year

2000, the National Coordinator shall conduct a zero-based

review.

FOR OFFICIAL USE ONLY
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Lead Agencies: Clear aCCgﬁﬁtabilfiy within the U.S. Government
must be designated for speci ectors and functions. The

following assignments

Lead Agencies for S

Commerce nunications
Treasury Banking an® nce
EPA Water supply

1ia

Transportation Aviation g
al

Highways (including trucking and® i i gent
transportation systems) . 11
Mass transit
Pipelines £ *EH 1!*1¢1
‘Ommy f- 1181¢

Waterborni,“

10101 gi1g18

Justice/FBI :'.L forcemei j
FEMA terv1ce
HHS
surveillang
personal
Energy Electric power

oi1 and ous prodiiiicimdnoemaha.edu

Lead Agencies for Special Functions:

Justice/FBI Law enforcement, and internal security

CIA

State

Defense

In addition, OSTP _
and development age
the National Science

S ;ot the government through
& uncil. Furthermore, while

FOR OFFICIAL USE ONLY
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support of the President % A :%Security Telecommunications
Advisory Committee. =

National Coordinato
Infrastructure Prote
responsible for coordiGEE - ‘
directive. The National Coord y will report to me through
the Assistant to the Presiden National Security Affairs.
The National Coordinator will also participate as a full member
of Deputies or Principals Committee meetings when thegg meet to
consider infrastructure issues. Although the Nationa
Coordinator will not direct Departments and Agencies L
will ensure interagency coordination for policy devé 3
implementation, and will review crisis activities v:..
infrastructure events with significant foreign j
National Coordinator will provid ddvice, in theg
established annual budget proce egarding
critical infrastructure prot The Natieha
will chair the Critical Inf ) i
(CICG), reporting to the i bommi tt e T theics
its chair, the Principa 3 Thells B Lol ia FESON
Officials and Special 48 inatersgshall atitendsi
CIGC's meetings. v s-‘- &npo
the CIGC a senior of i X

u_errorism shall be
entation of this

or she
m-t and

who will regularly at® :
Advisor shall appoint a Senior
Protection on the NSC staff. §E

A National Plan Coordination (NPC) will be contrlbut

a non-reimbursable basis by the depﬁqhim E}lEl E!dl.l
consistent with law. The NPC staff will integrate the various

sector plans into a National Infrastructure Assurance Plan and
coordinate analyses of the U.S. Government’s own dependencies on
critical infrastructures. The NPC_staff will also help

coordinate a national education g#l awareness program, and

legislative and public affairs i

ontilfjue to serve as Executive
Office, which will form the
Bder of FY98. Beginning in

¢ the Commerce Department. The
provide the necessary

The Defense Department sha
Agent for the Commission g
basis of the NPC, during
FY99, the NPC shall bgf#
Office of Personnel g4&

assistance in facili?} "»perations. The NPC will

FOR OFFICIAL USE ONLY




Hosted by Nebraska University Consortium on Information Assurance http://nucia.unomaha.edu

FOR OFFICIARL USE ONLY 1z

terminate at the end cf FYO01l, uf s extended by Presidential
directive.

law enforcement investigation® esponse entity. During the
initial period of six to twelve months, I also direct the
National Coordinator and the Sector Liaison Officialsy workJno
together with the Sector Coordinators, the Special Puia on
Coordinators and representatives from the National 'EXes 1c
Council, as appropriate, to consult with owners and 0,51{ jlors of
the critical infrastructures to encourage the CreaULOHEOEER
private sector sharing and ana1y51¢ center, as kiﬁﬁ tiﬁ“*"cw

Center (N 'I?n,ﬂf'!jﬁ?:.ﬂm

National Infrastructure Protec

include FBI, USSS, and other 1gntor5 eX efn J4B3 ai1818
computer crimes and infrastgi -4

representatives detailed WI‘.IH.
Intelligence Community 2 } -.ﬁ1.41'
electronically to th ;M ﬁ11ﬂ1

other warning and o@
sector sharing and a
providing timely warnyag:

analyses and law enforcement - 2 q ﬂ
ik rf,.. s
s shall coOperate

All executive departments and agencie
NIPC and provide such assistance,
the NIPC may request, to the extentmﬂa mﬁﬁflﬂ Edu
executive departments shall also share with the NIPC information
about threats and warning of attacks and about actual attacks on
critical government and private sector infrastructures, to the
extent permitted by law. The NIP will include elements
responsible for warning, analysig® computer investigation,
coordinating emergency responsgsg Br-aining, outreach and
o nical tools. In addition, it
will establish its own relaf § rectly with others in the
private sector and with a@5 ttion sharing and analysis

entity that the privated # create, such as the
nter described below.

Eormation originating
and intelligence

The NIPC, in conjundgs
agency, will sanitizéeg

FOR OFFICIAL USE ONLY
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-:Zyses and reports that it will
plevant federal, state and

information for inclusion into A&
provide, in appropriate form "
local agencies; the relevanptic £ and operators of eritical
infrastructures; and to ar ¢ sector information sharing
and analysis entity. Beforeddi
other information thagforiginat rom the intelligence
community, the NIPC : =flilly with the intelligence
. Whether as sanitized or
unsanitized reports, UHEH missue attack warnings or
alerts to increases in threat jgondition to any private sector
information sharing and analysi: ity and to the owners and
operators. These warnings may also include guidance regarding
additional protection measures to be taken by owners and
operators. Except in extreme emergencies, the NIPC 3
coordinate with the National Coordinator before iss BB ublic
warnings of imminent attacks by international terro¥Is
foreign states or other malevolent foreign pOWersg;

The NIPC will provide a national £O
information on threats to the ip&
the NIPC will provide the pri
coordinating the Federal Go
mitigating attacks, invesjide
reconstitution efforts. nt e ng

foreign threat/attacky ablishgsl betuwee

function agencies (RGJ i o dec
the President, the ‘ ot - ie
to either DOD or the - i

t ructure Sl OB
means of _laj
s respql
reatsj ffe)  § tmi;g

iona
Coordinator, working with Secto o A
1

Officials and the National Economic Councisl, shall consult yith

owners and operators of the criticzﬂlﬂﬁﬁpﬂxﬂﬂm}l A Edu
encourage the creation of a private sector information sharing =

and analysis center. The actual design and functions of the

center and its relation to the NIPC will be determined by the

private sector, in consultation with and with assistance from

the Federal Government. Within 1§88 days of this directive, the
National Coordinator, with the gpsastance of. the CICG including

the National Economic Council ] identify possible methods

of providing federal assistglt facilitate the startup of an

ISAC.

Such a center could sg chanism for gathering,

analyzing, approprigé :d disseminating private

sector information fgd the —
could also gather, arig - i #nate information from the

FOR OFFICIAL USE ONLY
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NIPC for further distribution té e private sector. While
crucial to &z successful govepsment=industry partnership, this
mechanism for sharing importe information about
vulnerabilities, threats, &n ns and anomalies is not to
interfere with direct i pxchanges between companies
and the government. i

For representatives, the

As ultimately designe :
F such institutions as the

ISAC may emulate partiSuixrEas]
Centers for Disease Control and
highly effective, particularlgEfESlextensive interchanges with
the private and non-federal sectors. Under such a model, the

ISAC would possess a large degree of technical focus a d
expertise and non-regulatory and non-law enforcement mEEsions.
It would establish baseline statistics and patterns '
various infrastructures, become a clearinghouse for
within and among the various sectors, and provide
historical data to be used be the private sector

appropriate by the ISAC, by the | t
success of such an institution

accessibility, coordination, €
acceptability.

niciaunomaha.edua
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Annex B: itilonal Taskings

Studies

The National Coordin

ission studies on the
following subjects: il

4cipation by private sector
ing process.

e Liability issues arYe
companies in the informatigj

e Existing legal impediments to information sharing, with an eye
to proposals to remove these impediments, including@hrough
the drafting of model codes in cooperation with t —1g-erﬁcan

Legal Institute.

ol pit

e The necessity of document and information clas
the impact of such classificatjn on useful

1. T
¥ 20 pve 4 10 TGN

well as the methods and info fion systemsigs :19* %ETFH
and vulnerability informat In be shareS raflefl:
avoiding disclosure or upfitceptpble risk r Yo guik g3l ]

those who will misuse jf i | al | T WEL

e The improved protegfic ] ud) securg dissenibation
of privately owned infrast

information handlffig 7 ang _
other confidentia ¢ fore L 3 s . .
and evidentiary matgEl - L W % )
information, unclassified gl osanc v Dl _ 1
- ol en Bl nocﬁou A
information that, in the aggregat™, i s U e to™
e The implications of sharing infoﬂ%h‘-mgw E!dl.l
where such sharing is deemed necessary to the security of
United States infrastructures.

iy standards of mandating,

Fing in the provision of
infrastructure providers and
foreign critical .

to do business with the United

e The potential benefit to securg
subsidizing, or otherwise asg§"
insurance for selected crij@ft
requiring insurance tie—J&
infrastructure providej
States.

FOR OFFICIAL USE ONLY
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Public Outreach

shall be taken:

of the National
ant Cabinet agencies shall

e The White House, € Lo
Coordinator, togethef Wi
consider a series of conferg . (1) that will bring
together national leaders in e public and private sectors to
propose programs to increase the commitment to information
security; (2) that convoke academic leaders from eng i
computer science, business and law schools to revies
status of education in information security and wigs lentify
changes in the curricula and resources necessary o
national demand for professionals in this fieldgyh
jssues around computer ethics ag@ these relate @& Yo uch
12 and general university pop ‘ 1

e The National Academy of
Engineering shall consi
federal, state and 1
leaders to develop
infrastructure segl

e The intelligence cO§
existing programs for brie
operators and senior govermgs

e The National Coordinator shall (ltggiiigi' h_a program fo
infrastructure assurance simulati g&ﬂiﬁiﬂlﬁhﬂ,&du

and private officials, the reports of which might be
distributed as part of an awareness campaign; and (2) in
coordination with the private sector, launch a continuing
national awareness campaign, el hasizing improving
infrastructure security.

Internal Federal Government

to improve its
sdiate steps shall be taken:

In order for the Federa
infrastructure securi

——————e The Department ol s € Services— ,
a c se shall assist

Administration,
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federal agencies in the impls tation of best practices for
information assurance wit adr individual agencies.
The National Coordinal® nordlnate a review of existing
federal, state and Jdce rharged with information

assurance tasks,
institutions can

lear designations regarding

who may authorize access to » computer systems.

The Intelligence Community shall elevate and formalgze the

priority for enhanced collection and analysis of igermation
on the foreign cyber/information warfare threat ta
critical infrastructure. ;

!
The Federal Bureau of Investigaid y

. ; Al
other appropriate agencies sh (1) vigoroWsun KK
undergraduate and graduate sgfificnts with t.i g el
computer-related technicaldfki el

squads; and (2) facili
qualified personnel &
involving cyber atp

The Department of X
Department of Defen e
of the vulnerability of thejh
infrastructure that relies ©on =
This evaluation shall include sponsoring an 1ndependent,
integrated assessment of risks t

systems, with a view to basing dec1smnsﬂ1ﬁ%ﬁhﬁ Edu
architecture of the modernlzed NAS on these evaluations.

ion shall develop and
f21 Airspace System Security
NAS from information-based

The Federal Aviation Administra
implement a comprehensive Natig
Program to protect the moderp@¥

and other disruptions and ¥

GSA shall identify lar nents (such as the new Federal
Telecommuaications S;i & $00) related to infrastructure
urement process reflects the

assurance, -

importanceof infgEst JREEs ose,if S
necessary, revisiogs procurement process to do

S0.
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s to include assigned
ls within their Government

Performance and Resulté’F ‘ fegic planning and performance

e OMB shall direct federal

fonal Manager

» The NSA, in accorda
_%ovide assessments

encompassing examina 1onsdc
interception and exploitati

vulnerability information; establish standards; conduct
research and development; and conduct issue security product

evaluations.

Assisting the Private Sector

e The National Coordinator angdy
Assurance Council shall D
private industry to per
critical processes, ig
telecommunications gi=

e The Department of &o
work together, in cRGEEINEED
offer their expertise to pr
critical infrastructure to
practice standards.

. The Desarfaest of dusties and neﬂumaaun@mﬁhaledu

sponsor a comprehen51ve study compiling demographics of
computer crime, comparing state approaches to computer crime
and developing ways to deterring and responding Lo computer

crime by juveniles.
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