Privacy: The K-12 Link

M. Dark, C. McPherson\(^1\), J. Troutner\(^2\)

\(^1\)CERIAS, Purdue University, \(^2\)Tipp. School Corporation

**Goals**
- Enable The K-12 Community To:
  - Understand and Differentiate between Privacy and Security
  - Identify threats to privacy
  - Understand relevant privacy laws and regulations (HIPAA, FERPA, CIPA, COPPA)
  - Implement Privacy Preserving Strategies

**Approach**
- Three interactive workshops designed for K-12, with K-12

**Module 1**
- Privacy Basics
  - Trust, Security & Privacy Defined
  - Privacy Laws
  - Malware & Phishing
  - K-12 Administrative Responsibility
  - Interpreting Privacy Policies

**Module 2**
- Privacy Best Practices
  - Removing Malware and Select Tools and Services
  - Developing Privacy Policies
  - Encrypting... What, When, Why and How
  - Privacy Preserving Browser Settings
  - Privacy Enhancing Technologies (What, When and Why)

**Module 3**
- Future Trends
  - Digital Identity Management
  - Privacy & Security: Information Privacy Policies
  - Privacy in Reusable Digital Devices
  - Purpose Based Access Control
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*Modified from Cybersecurity Project Materials by Steven Alfer.*