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Social use and encryption practices on wireless (802.11)
networks in Lexington, Kentucky.

A GIS/GPS research methodology.

Dr. Sorin Adam Matel, Department of Communication, Purdue University
smatei@purdue.edu; http://matel.org; http://www.mentalmaps.info
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STUDY GOALS METHODOLOGY
Estimate relative proportion of residential One point for every 1000 residents.

LEXINGTON-FAYETTE COUNTY WIRELESS ACCESS POINT DENSITY BY TYPE
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Monitoring set up: |
GPS enabled laptop with booster antenna
Netstumbler driven around town 5-10 PM

Collection methodolo

MAC address, WAP status, SNR, BSSID

Imputed use by GIS location of nearest land parcel

MAJOR FINDINGS:
0 PREFERRED LOCATION: CENTRAL BUSINESS DISTRICT
0 34 NOT ENCRYPTED
0 BUSINESS ACCESS POINTS NOT MORE OR LESS LIKELY TO BE ENCRYPTED
0 LOCATION IN THE BUSINESS DISTRICT IS, HOWEVER, MORE LIKELY TO LEAD TO ENCRYPTION
0 NEIGHOBRHOODS WITH SINGLE HOUSEHOLDS MORE LIKELY TO HAVE RESIDENTIAL NETWORKS
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